BT ZRKRNE

TENCENT SECURITY XUANWU LAB

Al MERARZEH K P
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—\ JEHE Al RGEPFRBEHSHEN

HERBHN— DN ERLHIN, REINAE2—MEEMMITARTE, ig—7MH V8 5l
% . WebRTC ZHf#. PDF [3Es8. JL+FEUMMEERAEERNZ AN HMEMRER
g, Ha—PMEERRRE, #BAEUESIRZERBNGT B —EfEsf R
2. UEXTHARE 4 LE RSN,

AR, XIERMAARER Web HERAAD, BEAT IE A WEBETHERMARE.
BB ELETE—RRSHAGERBMANNIERE HEEARTNERSHNERS
i XFEUANEMBEMNENTYE, E2TXKT —MACHNTH XIMARTHUERELS
BTN RS ERS RS EN T


https://blackhat.com/eu-25/briefings/schedule/index.html#ai-searchs-dark-side-how-we-turned-ais-web-browsing-into-a-gateway-for-targeting-1b-users-49085
https://github.com/XuanwuLab/SEChrome
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1.1 BESHHTK

MNEERAERE, NESACNETSIANT RERNEWMREE, XFMELTINEHHDILT
PO

1. HT+EHESERMNEN: FaNRELes BT BNEN S DERS . BER
Eif, BAFREATHBFRE—BUENZERT BNEH, BOFEENT BERBHRFHT
XA T XFEIRENFL, BEESET EEWHHERAKK, F N-day KRS
BB

2. WHESEEMY K XN mN AL, MERSH, NRREEZHAH
AN, WHE—BERW, BEEAZREZHEMAS, mitERWEMA A RNERD
#HR,

3. WHSBMEREM™E: ZHENKRFBAEEEEA, MAAENHERER Al BEH
I BIRA B XGERBAR, Eo] BT ERMIIARR S Al NAIREA. EHER-R
F- T BT, XMEEEENIETEEZRI Al NREREK. I, REH
MR RERYUNEE, WEZITUFAEENR, ERBNEROAN, BAREEN
TE.

4. BEEEBRHREF: AT EREE, RESHNEEEAN T BESVZOEES L E28EH
EE, B TREHENARR, BERSHN ERNEERS, XEFRFERERAESK
A (FNIMXE 0-day J®iE) KREFXS MR FHZ

1.2 pEESHEK

MBI A EERE, XMACTthiER T HEREINEA. RERZENOIFKRETR
INVXBRIEN, BIAHR AT R EESFENRNENES, BREMNNEFEITAT
FRADEN, BKIAFFET WebGL. WebRTC REFIIGEZED, X EUIAFIU MRSk
FimFSANRERTENN, ST RGBT,

tbsh, MRABRSHREBEFTEAESENTREMESTEE N, REKBN SGEMEE
RIB—HETEX. TTHEIT. BROE, NEREFEEA—NFERNREERTT, BZREWL
MRS HEEZEODSEMINREHITELR, SRR ARENEREE Nginx FPHENH
FRLFRHRTERRSE, CEERTRENKESEBHNNAE .,

A, BMNAAEHRTEERSHNER[ANE, FEI—ELFHN. FERSHLLEES
KA SRR R & BT .

—. Al BRFEim T aE R 2 X TR
AT E RGN EFIE GRS HEX EERTE N RGE
21 RS 1: #TEESESERNERE

& Pind Bk AN LT 2GS BEER S REMN T X JREDHE . SHERE.
Chrome 7 5 [ i 18 % BEAE R IR X BB R EX R A 8] K AP A F HES 3T
RSN ERNETARERARE, BMNEXNEZAT B Al RS m ERAHHTOTE,
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MEZ| U TENEBFEN B,
® NEEE[HM: Chrome MABFRSDHEKRBT Linux BIFFE=(8 (namespace) #
seccomp ., EARRMIED, BETHEEARY (MEAFFLER Linux Capabilities
HARIEMIZE seccomp KBE), Chrome HFTLIAIEE Bah. A IREER Bz KB E),
RORABSIERFERI --no-sandbox SEREHI RS, BX KPR EXA T X Ras& <
HLEBFR, wREENE, Ik, HrAFFLaE T AR L ER/ENEE, KA
AFH Chrome AT HFHRFEINR.

® RAFEFHIE: EHHBEAEFRSBNEERTARMIFEA MM, METEH
23 K HAIE A B AR AR
#R#E Google Project Zero 9%+, Chrome & 2020-2025 fE gl RiHEE 7 #8id 1600 M&4
wE HPES2A N ESFANSHEFR. CVE #UREMNICEE TR, Chrome V8 3|2 Blink
/E7|<§|§$ﬂ WebAssembly iz47H 2 iRIEANE XX, XLEEAFERSHN S R E
IDFERKRAARAETNARE, HSKXERBEAE nday RENENZT, NS
Ei Al R &Ik BN SR8 AU R AT IT RS o

22 MR 2: ZAPRZEFREEREASHRAZWEX

EEFPmpRT, —PMNERIGRARS—IAF, REMEWASERRAZR.

RS Al B, NESHBENHRBNERET BRRSED Al &FR WENME
SRR N, XEZIMRAFNERER AREwEARERTHEET,

AXMEMT, MR—NERNEMERREFANFA, BEETETILEALESRIEL
EHNEZMES, BR UM ERRAFHmESTh, FEBERFEEE~ RN,

23 QR 3: AMBREAYSIBHBEREEX

EEFuwmpsT, J'J”’“ﬁ%liﬁTFHF/I\AEEHuJ: Sl REBEFENERS.
ERSwmmRT, NERIEAVSZEN—HD, TESVERSBBIER —FEIMEER
. MRRZZIHNERESRRE, NERSAMTE (BdEE. E5EERS. REHEE
TR, AED APl TTRELT B BiBHVRTS

— BRI, REEBNRERETREAZER: FEAMES . RRTEEEF
MRE. BETEERSHRZ AR, FMEEZBNERES,

2.4 RER 4: HTHMRARHERARASBNREREEX

R mN AN HIERIM TR, E2 Al #Eﬂﬁ’\]“ﬁﬁﬁ%”%ﬂ“ﬁx” WEF MBI AEN
TURFEAN Prompt Injection (IR7AEFEN) BESUERIES, YN ES[IMBUZUE NS HIK

BTHAREIR, TRIFES A HEERER. MESREE, EERNTIEMBNELE
£, XFMIEBH T ZENREREER, TEESE Al fREKEHE.
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2.5 MK 5 BRSmAESHHNBTERRES, NEEEASNERE

HEREE

A BHRT, REmHNEROBENMERZRA. FRHEIERERERRNNPALHER
MEBIRSHUR, MRSwEEROBBEMEFTRLVS ARG, — BRI EaR, WEEES
H—TEMBIARELD. BEFE. WSEIREIHMRS. A, XHERETEREEER
BAESHNBEFE, WfER 0-day Wil

Eib, "BMNANEEMEN LR AR EXERE B2—MERIRME. RFRYTME
f# N-day, BL%IERR 0-day, XtEIABRIFSINWRBE NERE RIRMEaRAE L
T URTFAERMRR, FRIAERTFRITTF ZHAX",

= LEBRESASERA

AT BRI ERS N TR, BN ELEEERBIEENRA TS ERRE, Bidxstik
RHNER, BRINREE T —ESIRS N TR MEAINES (Kl Chain), FFREIE T M
MEERRMENESLRFHITIIN.

3.1 PR35 s ST A% A0 B

X AR S w2 A I 1B B BRI T BN ER

® A[IRAI (Reconnaissance) i & B S FHBE B AR FiH A HTTP IFRAINBE =
BT EMmS AT R TTIE . “URL TR Theesh, BB ERFRIKEAIALD, 20 Markdown
ERFRHE RN . PDF £RS. EFEMBUEASEEMNRERESIZE,

® EhBHfLET (Fvasion) 53 RSB URL BREFHAIT RS HHESH A 302
Bk¥e . DNS EFfE . hlBITERETFER, IERIARN HTML £k BERE, KiE
KSR EEEHIAI M,

® IREEFELURN (Fingerprinting). HTTP 1EK3LHAY User-Agent R S#01E, R ILHE
EARS R, MILRITAENN EEET4EE AP CSS BME IS EXEMHMNTIFENR,
F WX s N AZ R B AR ER A

® FiEfitA (Exploitation) —BIRAHHE, WHESMNRBERERIZRAFERN 0-
day/N-day @i, FHEEBEERXA Exploit AL, LRSS mN REEITEENEE, KE
wWhtk, WEBREFRBHITR,

® 1@ 5E SR (Post-Exploitation) HX BB T WHE, WHBEFZTEF AP FERE
wERR R, EXNESERTRPESPEEESFE, WHEEKEEREEINN
Shell #XBR, #FHMRNAMIAF. EERBERELEXH (WEkRE AK/SK), EZERI AR
PRI A EB R EE A H AR S

3.2 g/~ BRI R G
BAI TS ERIR SN SR RART Wik T, £H S5~ 255D BIMNERA
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WmNTT (RCE) RENRE., MR~ MmRSmAFAMERITE 10 12, WEDFLMBREDLY
ETE .
BTk, BANPHE T HADRBRBIRITIHE, MEMEEERIZIGE.

ROI—: BT URL BUBST A 8 B 3 IR R T

® AMIRF] (Reconnaissance): & Al R =@M 7 iH0 AR ERE, RAFXEEH
o) FI& B9 BT {5 b3 3

® [hflzeid (Evasion): FATAILA & A AT LE KBS TR0k Xof USSR Y Xty 1) 14 R ) ik
ESEREN xx.com/link?url=, FAMEE T —MEKR: halARENHNL,, {8 URL Bk
HSEHEERNEHNRSSE. REREMGEUEARERN, BITIEXR. XE[THIE
MuhfE, HEE URL 548, Bah#ki2 7 RIMERE.

® IREEFELUERM (Fingerprinting): ZERINBkEEH SRR EE, BATMEENEERS I
NEREPiET, RNEMHEENEREANE—NBEARA Chrome/120,

® FmiEfMA (Exploitation): BINRRASE, BAIFIAT —MZIRAEAFE N-day JEiE+
—A V8 SIS HRIE. BTFIZRES AR BN ERDE, REMAERNKLNEET RS
2R EFIN

RBIZ: HESPHERINEEH ST ERBHIT

® AMIRA| (Reconnaissance): & Al A =MANINEE, 25BN Kasr)
Al FEEIhEE. TAEREEAFEENSZINEINERE URL BR BT ENEEINE.

® [hfHizkid (Evasion): HAVMET —FFHX=IRRAKERE: LA A FE T8k
PI—PMESERRIBANTT, RAEERARHRABENRE, BEEREE DZ AR
B REEBEREBEIEERZIENE. B ToEEERTAGLEE, HEEERSHNE
BRER, EBRERBEMUAIME.

® INEFRLURM (Fingerprinting): B EIRRS N BRITH P ZNEE, ANIESZ KD
BT, BRARNWAI, RE Al FEIhaeFANEMRN S, BERERS X EERA
#%IR

® miAfMA (Exploitation): $X1ZIBRRA, EATUIXT MZHY Exploit X8, 7EREBHIT
shellcode Zfg, ZEXBEEE /proc/self/maps X, KILXHTTEFTF, HlcEE#ENEE
BREHN B FF B T 058, BEIMNF A SSRF 358 7 =8 metadata, IFBT HiEE=MH.

RBI=: LEBIARITIRE IR RHIT

® AR[iR%I (Reconnaissance): £ Al =mEFIHEXIERIEER URL T8, ZINEELIE
T EIRFE <script> #x-%, HAEERHIE JavaScript $117.

® [HfHI%kid (Evasion): JavaScript F9HWITHRABR T <script> #:%, iframe kN, E=F
EMER T Mg, BATEE T ABEEER <script> #RFAYTIE, BIL <img src=x onerror="
ERRE > NARAARIBHT. A IEKEEE onerror EHAIERRMINGGT T HIA
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® IREEFELUERM (Fingerprinting): SEREARBEINITE, BNFENEZME G S HIX KT8 Fr{E
HIRRAZ—NMERRA Chrome/121,

® RiEftA (Exploitation): MKIBIRMEIMRAFE, BIMRRFFAT —IMELFH N-
day imiEIXE A V8 HESdRE. AEAE— NP AREN, ZRMERREFRT
pkey X wasm FYIETR BRI, S shellcode T3EBAN wasm BITE T B o1 T4LAD
X. Eit, BONEASE—NFESSRET R, BRAZE-ANDAESSRERT IT
Spray #IFRFNITRMSEINF A, RALEEX=1RE, FAVRINKER T RS BHEHIN .

FOIM: ZBEEAVE SN/ DOH IR RBRIT

® A RIRH| (Reconnaissance): % Al &~ mIVET & INREIELIF A FATAVNE URL, 1B
BIMRFNIRRS %27, = REEBESREN T RBIZ~RAAENLR. BEXIZ™ M
F— I RENEAERSIRS SEZRENEHENEEA A EET ML,

® [hflzeid (Evasion): ZERRENAFLARTR, AEFF~HRXEFIHB. XWEHEEL
FTHESUANEINKE, MEBEIB THEEREFEERSIME, MNAEARS.
® IRIZIELURM (Fingerprinting): HERMERIFEFMNRSHE, RITLXIH BTN
RESARAFAIN A — B AR R Chrome/122,

® FiEfitA (Exploitation): FXXANEARAMNZ, FAIEETHEHRA N-day HKmiEFHK
i, HFZEENERARTEDHE, KRERINMINNIT shellcode k15 7 ME1ZN K =RAIAR
%88,

XERPIRE T —DHMEZ: BHEEENERME.

WEFINARMT URL BREFESHEIL, M2 TAREZEMESRT. RRES
WREBESENEL. EFENE, LeUHETERETHERS. EEREF R N K=
AR, M—BERGHERIE—ERE T RRANER 5 RFBRDE NEASTESER
FEZEW nday B EIRNOE, HESFRFEEFNTEDHE, MTEMENRSE, K
TE T PUEEE R 0day IRR#HITHE.

Rt MXRGwmN B, FENEFRXARBITRITANIF TR MBE-—ERRL
RIS R B 0 BB

v Al RF i SRR B R : WEBIBGHPEI EREE

RGN EB/BE—ERNDTEAHNHHEBE. SRS HINENERYE, BAVEBHER
B3R A I T SR

1. BEENBHEIKE . & imN RSB B RS B REREEMM AR EIkK
BN . AT, BRSIHIMRAAN T EF AT FRK. boh, BEZRTESRNEIULIAE,
MR A E AR M OEPEXT ., XERERNAELARBE P H B b
&, DIAMEEENHNML.

2. BEEBSRER/NMUEREN, ZEAHIERNTREDENNEZTES, AFRT
WebGL, WebRTC K &XKfZREaiEN ., MARSmZHRF, BRI EFER/NBREN (Least
Privilege) : AN NHE ERHFEEESITFNR/NENEES . DIRRKALCTENN K2
hee, BilEIEARENRAGRBITEET A,
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3. HUEBUEE. AFFHHRT, NERNMIFNENAAMERER— A JEEN
‘BE . ERFnZEBEREAGSENTEEMSTEEEN. REKBRTTRLTANIT
ZEFAMMRIENYSFREFRE, MAZHNEIMENLZEEE NAXANLETHH
BAEES. -

4. BRERBBXAFEHHETE. BTRSHIEHKAERSHOBENE, FINFE
HEBR I E A 0-day WiBFTRIMTREN . B, HMNFEEL —ERRFRELAT
A HBEER . BHNERRNMUXEN LRRfME, BETREMEERBE, WTEHR
REHER/IERE,
SREFEUERFERSR, TNRTT 18X Al REENE[ROMPTR BIBEEHAZ
WS T A MG E, FBd EENXHEARET. HHERHNB R B, KR
B iR IE A R R R e .

4.1 BEHEEH

REmNERNESBESEE— (WEE. XARR) . FZAFEALXFRMRITNE
RABM, ERFHANTR, ERSENKEAD.

KA T ARThREIRBR
® WebGL #1 GPU fNEBLAERSIHBEATE, /1811 --disable-gpu F--disable-webgl
SEKA.

® WebRTC L BENGRERS mZHRBELAH, BUEMEAN IP ik, &L --
disable-webrtc &£ 7.

® PDF FEMMLIAHT RN HEH,

® V8 S|EMIT FiFsEESRESEXE, MRMEEKRAYF, 0Tt --jitless SEEKIA IIT,
RN Z JavaScript UTHRE TR, FBEREVZHENE. RSN RS ARINE TR
¥ RAEN.

£ CVE #IES#T, 2023-2025 fE[8 Chrome IS EIRIET, 4 16% 5 WebGL/GPU %8
X, 29 23% 5 v8IIT 8%, B BHMSHEEZAXEELE, TJARLINNE 40% A90m
;\lao

[Tk =40

UTE—1HEEZER Chrome BENSERA], REFBTTREN SFKIFE:
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# LA IgE
--headless=new
--no-first-run
--disable-crashpad

--disable-crash-reporter

# HhmEE (B

--disable-gpu # M GPuU mEMAEINE (FfEX)
--disable-webgl # 25 WebGL (FfEX)

--disable-webrtc # Z5H webRTC (BIk 1P HEER 5. P2P XKh)
--disable-extensions # L NE ATy R

--disable-plugins # £H PDF a4

#v8 SIENME (FriE, MPERERS KME)
# RV T RiFEES, BRI IS MERE, [HRERIESEKZE v8 IR
—js-flags="-jitless"
# BE R
—js-flags="--no-turbofan,--no-maglev"
MRMREARYF, T URIN--jitless #—H R DIET .
e S U )L

REAEEA --no-sandbox S#{,

D BAERSFZFEE Chrome B, EA T BRIV EPFRIREMEEXADE. X2R
HERHEE, ERNREEEERREE (ARMBER seccomp profile ZFEA --cap-
add SYS_ADMIN), TiEffk&E—ER%. £TFHhFRk%E (Sandbox Escape) ImiEAIFHER
MESBRA, REBEEDFEFRSOHEMENLE.

4.2. PREIREH ML SRR

BIEWCS T @, B FREI N sTa% EmBEMNERX, FABIREN RSB A
REGEIE BARE . BRI ERRE R, Iﬂlfﬁ%m?ﬁ/ﬁl_ﬁk*ffmﬂ’]f‘%, TR BERAMN, TED
B

BB R o ERR e R Y Bass T E RiEhhs%k. EurkERS, BIFA
Bar. MEAMRERGRENEBVNHLANBRLTR. NERETHERS, UEBEX
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YRR AENTARTEE SR, MMRE T X RSB E T A,

SB—iEfhzk: EilwitERE (HNELR)

MILE PR S N ST RS AR Y IR B TR AR X 45, R A UFA 18 BB, 25 13518l IR R
BALEARNEHEFERIMIA VPC HFM, BiFME%ER (Kubernetes NetworkPolicy 5=
FaRed) Rl HinRE. IET AN ERERAZH 510 WERRS (0T HiERS .
MEREIREE . Hthlk % API), BRIATEER.

XHREGRE: NERNYURAEARNET, AAFEARFENIRN BE, BelihERd
BEANENES. SSH FAs A B XX HSLIMIFAL. EEERSHEER RIERXURSE
(readOnlyRootFilesystem: true), ¥IEhf BRIFEH A tmpfs (REXHRSE, BREREE
BR), BRI HRE TR 0 SURED B XU

LHIfRE: BERERLT, SMESFERAMIAN RIS, FS5TREHEETAE . XTI
I PMNEETNHEEBESES, HERREEAETSEME. IRMEERAAFTEHIE
BifRE, ZELPNHEERABDRAASARREFRESEEAIRZLSG.

STiERZ: RM/ARTHER (HRNEER)

BARERIRGE T SNBES, METNREURENRBERAMEN BERL . Bk
BB RBERORAAA (Syscall), AL HRS . DERRHEADONIL
BEET RCE W, REBRRENTHERNEERRENRIETEOEEZN. &
BAE, ROVGEANBETZEBEIBF R SeChrome,

A= FRERHE

HiR e RREMNN BREREA LT . BiRERRAEN M TRIAST, (EX
YRR, N ERFRABRENIT RS, ARGAENE-NHHTER.
B e as E R B R, (BlanBE miziRiE), EMiREERBENAEE BEEMRE
EREHFARR, NEREREHEENABIRET. BREEM NHEFERNREME
D7 gEE RS B E .

4.3 HipBEREHIXES

BT X EsmEMNA, RSmNESRHRER U TREERE:

FEMSIEEE RN IERFTEE TR LML, B RFEIEM Cookie HBMIFERAHNREE.

REFERBE: BENEURBILRBASIAENFAERERERE SBRSEL. Y
AN AR E CPU MINTFERRS, F iR B UE B

5% 2 Puppeteer. Playwright, Selenium ETEASHBEBELREE/H . N ZRIX LK
BN RRFPEMERRE.
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. SEChrome, ZEIEEEIHIRREE

FAPRITT SEChrome, —FEAA. SRAMNBERZITRRERIP AR, ZAFBEITR
SRR, IR E. HRRCIER N ERET A#THEHEE, NS
MEESRME (B1% Oday FEFIM) AISERQN SEET. THE%ERFKH, SEChrome Xf £
NESRREHEREA ZAHEEZM. BMNE®E GtHub EAFEIZAE
(https://github.com/Xuanwulab/SEChrome), Hi2EH Al ASHNREBRTAMAE.

51 FRER
W51 ERE

SEChrome XM seccomp 5 ptrace W5IE4E4, MFEHZeM. HESHEFRAM,
Seccomp F A Linux W1ZAY BPF THEEERNZSEETRASIAA, MHEIFEERR (<1%),
EASHALESE, BETERHIME CAP_SYSADMIN R, HEZHITERHRS (W
AWS Fargate) AEJBESZRR.

Ptrace F|F Linux #REREYVIFIZERASERFFITRSGAR, EERHRNREITIETT,
RAJLFFE Linux B, FIXEFEEANENSHRAFITEEZILR, BERAPSE5RZ
DZEMETXYHR, FE—ENMEFE (20ALR).

FrFER A

NREANEBRZTNNH K ERE, BEAMRBIMNINEELE . BRETNEREAS=FEE
i, RERBEXNRSFE—ESTER, EEREAREFTI .

FAtIEE T Puppeteer. Playwright. cypress 1 Selenium /1, 335 EBC ¥ AOEC B U LR
7 github H(demos B3k), AEEETEMEA.

BaEUNRER

ET&RNRREN, REXHRGIAE. BFHAT. WEBKN=FEIEER, FLENR
BIA M, BERGARBASER EEEEsXRRE. BENNXAEEE (BOAE
%) RARXGEESEFHIT, RRBE RR-11T, HERAERBEFIHEAE, E
BB EINERANRBT . TREIEEN R ERAEEI RCE RBERE, WHEDT
FRGESRFYRXMHNPUTEREFHNXEESN, N EZREEIE.

RELEY R

NRBENRREERETMUA—ETHE, IEH, TRENKBER, MAR—RMH
BENERF 0. EARENKIRIRE BBREFEEHESR/S/NT, syscall MY
RTATRIZENDR) RRENRTKR, EREEB N BELERE + HREENITRY
R B SBERFTEMDEL R B/FISNHRN T ERER, TESEE/N. EEAMARTE,
FR, SIZERMEITET, IFEFLM RN RBROITEEEMS MK, FEFK
SUERRISERZITEERT A . XM ENEXESIEHT + BEEM + HitEasn
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RERIT, MR RERRETFENY RE

Iteoh, FAIET S Chrome ,X'J”’%%ft%iﬁﬁﬁﬁﬁ?\éﬁlﬂﬁﬁﬂ’]w)\ﬁﬁ WMETERTERR
SRR SR KENE AR/ MR RN AYFTTHE HNEK . JavaScript H147. DOM R 1E.
FEHEFLEEDEAFTNRGIER, EMERXHERS HBERE . oM TESBIRE.
AT N ERERTEREE, e DARIE S RKITIRHE,

5.2 BFPRUR ST

ATHENAZNHFRR, BRNFEAFCBRENES NS RRIETAE Chrome [BARA _E# TN
R, WANKBHP A RHEAIIELEREENIE, MRS RERIPRAT:

wERES SmAF wEEE IEREVES
f£ F --no-turbofan
CVE-2021-30551 V8 JIT IR SWMIT SHUBD, wERR
KxBEH, REXM
REHTEZERN
, A At e TEGS, HMTH
CVE-2021-38003 V8 Runtime TR OHIT £ S B B
PEMTH L3k
REERAZERE
TEXH, HEE
CVE-2023-4357 Libxslt R HE B A & BN RS
Sz RNPEMTF 3R

RENTERERD

_ A/\, E] W—? =i
CVE-2023-4863 Libwebp mREGSHT M

REHRTEZERN
TE®S, HEMTA
BEIMY AT RS ZAD
PEMTH _E3R

CVE-2024-10230 WebAssembly R LSHIT

5.3 MEEMIK

HEXFIIRE T EZMERFE BMNBETHRITRERR chrome/143.0.7499.146, £ Chrome
BEAREN=ZAMREEENR SRS BITELMR:

plnesl= seccomp 77 RRFE ptrace JTEIFE
Speedometer (Z&MAERIN) 0.69% 33.10%

MotionMark (EI&EZ48E1) 0.05% 23.72%
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JetStream (JS/WASM BIA S|

1.82% 11.31%
Z1EEE)

MIXERF, seccomp TRAMAROMEAEREHRFERENETER, TEEERR
Finm R REROWEFR; ptrace TEREBELRNGEME LFE—EIRFE, B8
WEPRABIFINLEWBERK, EXFRBFARGENR, REERNOAERAM.
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6.1 M FFEER
L& BN TG T B R BT A S AR 553 SR B M IR TS
#EERER

RehE L AFERRSHEN GRS 25eEEaRsMEERRAD?
LEERANONEREARETA? SEFRERMEL, RAGEEROwE?
NP EEEETRA? 28 HEFER --no-sandbox ZEHYIER?

FRERTS

XS AR ERRIARINMER? BEFERFENAERETRE?
w”%ﬁﬁmxﬁ%meﬁﬂﬁ7wbﬁﬁFET£ﬁE$%ﬂﬁtT7
AN REES LI T LBIRE, BRESEREIEEMRm?

BHERIE

M%ﬁﬁK%E%ﬂ%m§k7%EﬁfiLE%Mﬂ%7
BHERBNEELEREHERE’ BEH XN EH1T7 A SR ME TS ?

6.2 SCHEEE

RGN BN REHIPFENSNMEEANTF, ERTIERNIDEAXEER, HREENH
KA

BUXBREDFA:HERDOEVHESEH BEREER Y MENESHEEETSNEHRE.,
s E: Btk ARNLEN R EREFRIRA, B EBERBFR BTN,
BONTHARE: RIESGEE LKERETH, MJﬁﬁﬂﬁFm eI T I E S msEE,
EMEERE: BIINE. XHERGNLFRELDEINRGE, #H—TIERLERE,
SRS RFRBFRER. RRFRIPNENELZESE %ﬁﬂm,ﬁ%ﬁ%ﬁMEﬂﬁ
ARBEO,

BUFEEFF M Iz, i EEERN AR AENERSHIRENZERER, VY
RI\EFRBER, EEULERESZERHIPER, HBREZEHPERGEITHE RIS,
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RS MR EAREAN Al RGN EREMRE, HEBHUESERESENRR, fl A ft
RAEBI=E], Agent RERFEHISHE . DUV AMESE. A, HTRSHRERME P imiE

BEIRSW, HABRETEERN NERAFERIAFANIR, mMERSTZAA.
ZESHHAZTAMN, ESTESNRAES, BEFEECVAMNIIXEL SRS, XML
SBURS i S AR A Y e B ISR .

BNRGIFAREI, 2V BTRITABEP TR (MEENBRRTR) BE FaSd K
TERSMHERLE . B, RNBE-—ERXRFUNDFER EXEHE:

A E IR EER/MUBRIEN AL AREER, BB ENREAD,

ST ART SRS BEETHNTAENNEMEEZERE, BiRiEHN AR IESEE
EEIBIR.
RXEMPERROGBEEM B TR ENE, 8035 B b %2 B BB BURY MR 55 i X BT 2 Y
Wi, FNREBENBENZEEE, MW E RS RS R HeE ) EE .

BisR: AKiEixEA

RCE (Remote Code Execution) : I B R EBEHITIKIE, WHTE T EBRRA R LiETERRE.
%8 (Sandbox): [REVHI, KEFEIREIEZEREF.

0-day iEiR: BARM HEEMNFERE.

N-day iEiE: EEEERFREFHNFE.

T (Just-In-Time Compilation) : BIRTZRiFHIAR, 1EFF JavaScript MeE, EHMAKTHE
FRo

Prompt Injection: &iHERRFFEE Al FTAMNKEHETR.

seccomp: Linux R1Z R 551 BRI AL H) .

ptrace: Linux #HREREF TR, AFEEMEGE#HETH,
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